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Policy Statement

This is the first Information Management Policy (The Policy) for Carlisle City Council (The Council). The policy is to be implemented by 1st April 2005 and relate to the records management requirements of the Freedom of Information Act 2000 (referred to as The FOI Act). It should be read in conjunction with the attached appendices. Some areas will take a considerable time to fully implement, and some are aspirations. All staff (and Members where appropriate) who create, use, manage or dispose of records must comply with The Policy.

The provision of sound Council management is a promise within The Council’s Corporate Plan, and the aims of this promise are to both achieve excellence in Council services and to improve decision-making. In order achieve these aims, The Council is committed to the efficient, economic and effective management of its information resources. Information produced by The Council in support of its business are corporate records and organisational assets which must be created, managed and destroyed in accordance with The policy. (Further explanations of the term data, information and knowledge are contained in Appendix A.)

Data, information and knowledge resources (referred to as records) are the corporate memory of The Council, providing important sources of administrative, fiscal, legal, evidential and historical information, supporting the daily functions and operations of the organisation. The Council needs to keep proper documentation of its business activity, to meet its obligations and to protect the interests of The Council, its clients and others affected by its actions and decisions. 

The Council must manage its records to ensure compliance with the Local Government Act 1972, Data Protection Act 1998, the Freedom of Information Act 2000, and any other relevant legislation. It must follow best practice in managing records and complying with relevant codes of practice. The ability to identify and locate information contained in records is critical for the operation of the organisation.

The Customer Contact Centre already has a Knowledge and Information Strategy, which dictates how the principles of The Policy will be applied specifically within the Customer Contact Centre. It will be widened into a corporate-wide Information Management Strategy which will need to be adopted to assist the implementation of the principles of The Policy specifically a Retention and Disposal Schedule and other procedures particular to each Business Unit. 

An Action Plan, including reviews, has been produced (see Appendix B) to help comply with the provisions of the Freedom of Information Act. It incorporates the development of a Council Intranet, which will be necessary in order to deliver some of the proposed benefits of the Policy. 

Background

There has been a raft of new legislation in the last few years, which has placed new obligations on councils. There are regulations, which require The Council to provide information within given timescales, to make information more accessible and to guard people’s rights. 

In order to comply, The Council must manage information more effectively and take into account these new legal requirements. Below is a list of recent legislation and regulations, which affect some or all Business:

· Data Protection Act 1998 

· Freedom of information Act 2000 

· Intellectual Property Rights (Copyright) 

· Human Rights Act 1998

· Local Government Acts (Various)

· Electronic Communications Act 2000

· Regulation of Investigatory Powers Act 2000

· Consumer Protection Regulations (2000) 

· The Electronic Commerce Directive  (00/31/EC) 

· Caldicott Recommendations

· Environmental Information Regulations (2004)

Information Management is not an end in itself and must support the business needs of the Council, as well as be a means of improving productivity and enhancing customer service. More recently, it has become recognised as one of the main enablers for e-Government. Information Management has important implications for the success or failure of many imposed initiatives that the Council must adhere to: 

· e-Government 

· Best Value

· modernisation - including Comprehensive Performance Assessment (CPA)

· the drive to a greater use of partnerships to deliver services and solve problems

Purpose
The purpose of The Policy is to provide a long-term managed framework for the creation, maintenance and disposal of information, regardless of medium, in line with the business needs, wider accountability and legislative requirements of The Council.  This established framework is designed to ensure regulatory and statutory compliance in the management of information and to be responsive to the demands of new legislation and the wider e-government agenda.

The Policy is fundamental to the organisational efficiency of The Council. It will ensure that information is:

· captured, stored, retrieved, preserved and destroyed according to business need and related legislation

· fully exploited to meet current and future business needs

· accessible to those who need it.

The Policy will give the Council the basis to ensure that the appropriate technical infrastructure and systems, organisational procedures and human resources are available to make this possible. Information produced by employees engaged in their official duties is a corporate asset and must be controlled and managed like any other asset.

Metadata

An important part of Information Management is metadata. The use of metadata is to help the creator and user of information resources to be able to easily resolve questions that may be asked about the information resource. The principle reasons for adding metadata are to:

· describe information resources in a consistent way

· manage information resources

· organise information resources

· guarantee the quality and standard of the information resources.

Adding metadata to information resources is being advocated as mandatory within the development of the e-Government Interoperability Framework (e-GIF).

(An example of metadata is contained on the front page of this document.)

Principles 

The Councils Information Management practices and procedures must comply with relevant legislation (with specific reference to the Data Protection Act 1998 and the Freedom of Information Act 2000), and other related policies (such as the Council’s Data Protection Policy and E-mail and Internet Policy). The Policy is based on the following implementation principles:

1. The Council will adopt standard corporate record keeping practices and procedures across the whole organisation. Each Business Unit will have supporting procedures, which will detail the way records, unique to that Business Unit, will be dealt with. 

2. The Council will maintain a corporate inventory of paper and electronic records, classifying the records into categories that have meaningful titles and a consistent reference code.

3. The Council will handle personal information about living individuals in accordance with Data Protection Act 1998. In particular this means processing it securely, collecting it lawfully, being open about what is done with the information and not divulging it in an unauthorised manner.

4. We will provide adequate and appropriate, technological and procedural measures to ensure that information can be shared and communicated to staff, the public and requesters, whilst protected from unauthorised or accidental disclosure, loss or destruction.

5. The Council must ensure the information that is made available or shared with third parties is accurate and up-to-date. The grounds for sharing information must be appropriate and in accordance with legislation. Information Sharing Protocols should be developed and used where appropriate.

6. Where appropriate, staff will be encouraged to share information internally to improve services to customers, to alleviate duplication and repetition of tasks. Ideally this will be via the Councils proposed Intranet. This will help to lessen the flow of tacit knowledge leaving the Council in the heads of departing employees.

7. Where possible The Council will use and record metadata to aid the discovery and retrieval of information resources. 

8. Information/data will only be recorded once within The Council, as close to source as possible, adjusting it to meet the needs of different audiences.

9. All information held by The Council will be allocated retention periods and disposal instructions, this will be achieved through the development and adoption of corporate guidelines. 

Information audit

Once the Policy is adopted a key to its success will be the ability to identify, locate and retrieve information the Council holds. In order to do this it will be necessary to conduct an Information Audit. The audit will: 

· identify areas of operation that are not being adequately covered by The Policy and develop a mechanism for revising The Policy to cover missing areas if these are critical to the creation and use of records

· identify areas where the procedures do not support the business operations of the Council and revise The Policy as appropriate

· highlight parts of the Council where non-conformance to the procedures is occurring and suggest a tightening of controls and adjustment to related procedures

· assess how we are implementing the principles of The Policy.

Benefits and expected outcomes

The effective management of The Councils information and records will: -

· provide evidence-based management decisions based on appropriate, timely and factual information

· deliver more open, accountable and transparent government to the people of Carlisle

· minimise the risks of law suits against the Council and help to comply with the law

· improve efficiency and productivity, by enhancing information retrieval and reducing search time

· assist with the safeguarding of vital information

· encourage best practice through the sharing of information and knowledge

· support innovation and better ways of working

· avoid duplication and wasted work by standardisation

· make a broader range of information accessible to a wider range of people

· prevent the loss of records

· provide a more flexible response to organisational changes

· assist The Council in meeting its responsibilities.

Policy review

This policy will be reviewed as part of the Council’s Information Management Strategy, and dependant on the findings of the review, may be subject to change. The Policy as a whole will receive a review in Autumn 2005 to confirm that it is meeting our business needs.  Thereafter it will be subject to a review every two years, which will include an information audit. 

Accountability

Designation
Duty under The Policy

Chief Executive
· compliance with legislation affecting the management of our records

· compliance with supporting regulations and codes.

Chief Executive, Executive Directors and Business Unit Heads
· responsible for ensuring that practices and systems in their own business areas comply with This Policy and with related requirements

· Business Unit Heads must nominate a member of staff of an appropriate seniority (Knowledge Champion) to support the Information Officer with the implementation of  The Policy

· assist in the formulation of procedures and guidelines to underpin The Policy

Information Officer
· responsible for ensuring that The Policy is implemented and complied with

· advise the Executive Directors and Business Unit Heads on their individual Information Management procedures

· ensure that each of these procedures complies with The Policy 

· work closely with Executive Directors and Heads of Units to ensure that there is consistency in the management of information 

· provide guidance on good Information Management practice is provided

Knowledge Champions
· assist the Information Officer in the practicalities of the implementation of The Policy

· responsible for compliance with other related legislation

· will receive specific training where required

· act as advisor on information management issues to BU and BU Head

ICT Management (managers with information systems and IT responsibilities)
· consult the Information Officer at the design stage of ICT systems to ensure that information management and other information legislative requirements are addressed in the system specification

All staff (and Members – where appropriate)
· accountable to managers for compliance with The Policy and with related policies, standards and guidance

· ensure that information is accurate, adequate and appropriate for the purpose for which it is kept. 

· familiarise themselves with this The Policy and any supporting procedures and documents, appropriate training will be available where necessary

Appendix A

Data is the raw “facts” of the business – usually held in databases. When meaning and context is attached to data it is said to have added value and is then more commonly known as information. A snapshot of this information is a record that can be used to document a function, activity or transaction, possibly as evidence.

Data
The raw material that supports information, usually held in databases

Information
Data given meaning

Knowledge
Comes from sharing and using the information

In order to document functions, activities and transactions it is necessary to  create, receive and maintain records. Records may be in either electronic or paper - these could include documents, e-mails, spreadsheets, and databases, filing systems, Internet and Intranet sites, as well as digital images and scanned copies of correspondence. (this list is not exhaustive and is designed to be demonstrative only)

These records are the basis for organisational accountability, compliance with legislative requirements and the development of the corporate memory. The Council recognises that these records are corporate assets and our records are important sources of administrative, fiscal, legal, evidential and historical information and we need to be managing them in the same way as financial, human and property assets. 

Consequently similar issues arise, such as:

· What do we own? 

· What condition is it in? 

· How can we make best use of it? 

· What might be surplus? 

· How do we protect it? 

· What happens if it is destroyed? 

It is said that Knowledge is enriched information where value has been added through a combination of experience and context, but which is also perishable, and therefore, depreciates over time. Knowledge can consequently be tacit, resident in the heads of employees and leaves the organisation as employees leave. 

The Policy will encourage a culture of knowledge sharing which should help to avoid this drain on the knowledge resource.

There is a growing movement within business and local government to treat information as a key shared asset in the same way as Property or Finance. All of the above states of documentation and evidence makes up the information resources of the Council, and are therefore caught in The Policy.

Appendix B

Action plan for implementation including first two reviews.

Milestone
Target Date
Responsible
Support Required

Information Management Policy produced for consultation to Executive and O&S – prior to Full Council March 2005
January 2005
Information Officer
EMG

CMT

Supporting procedural guidelines such as retention and disposal schedules and an implementation strategy adopted 
April 2005
Information Officer
CMT, IMG and Unit reps on Information Management Group and Business Unit Heads

Begin development of Intranet
April 2005 
Executive Director 
Web Developer, Information Officer and IT 

Publication scheme reviewed
March 2005
Information Officer
IMG

Initial review of The Policy after the commencement of the Freedom of Information Act rights’ of access provisions
Autumn 2005
Information Officer
IMG and Business Unit Heads

Planned review of the success of The Policy – measured against the priorities in the corporate plan
December 2005
Information Officer and Policy and Performance Manager
Policy and Performance Unit
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